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BCTYII

VY cydacHux ymoBax nu@poBizailii CycnuibCcTBa KibepOe3neka € HEeBil eMHUM
€JIEMEHTOM O€3MEeKH JIepkKaBH, CYCIUIbCTBA, OI3HECY Ta KOXKHOr0O rpoMajasiHuHa. s
daxiBiiB y cepi mpaBOOXOPOHHOT A1SIIBHOCTI BUBUCHHS KiOepOE3NeKy Ta yrpaBIiHHS
iHbopMaliiHUMU pecypcaMu € OCOOJMBO BaXKJIMBHUM, akKe IixHs mpodeciiiHa
JISUTBHICTH O€3M0Cepe/IHbO MOB’sA3aHa 13 3aXMCTOM 1HQoOpMallii, pearyBaHHsIM Ha
KiOepIHUMAEHTH Ta 3a0e3MeueHHsIM 1H(popMaLiiHOT Oe3MeKH 1epKaBu Ta TPOMAJISIH.

37I0YMHHMM CBIT aKTUBHO BUKOPUCTOBYE LU(PPOBI TEXHOJOI1I, 3aCTOCOBYIOYHN
CKJIaJHI METOoAM KiOepaTak, COLIalbHOI IHXKEHEepii Ta BHUKOPUCTAHHS ILITYYHOI'O
IHTEJIEKTY JJIsl He3aKOHHUX J1i. YcIiliHe NMPOTUCTOSHHS TaKUM 3arpo3am norpedye
BiJl MPABOOXOPOHIIIB HE JiHIle 0a30BUX 3HaHb Yy cdepi iHpopMaiiiiHoi Oe3neku, a i
IJIMOOKOTO PO3YMIHHS MEXaHI3MIB aTak, Cy4aCHMX TEXHOJIOTTYHMX PIIIeHb IS iX
BUSIBJICHHS, 3a1I00IraHHS Ta pearyBaHHS.

Huctumutina «KibepOe3neka Ta ymnpaBiiHHS 1HGOpPMAIIHTHUMU pecypcaMu»
crpsiMoBaHa Ha (POPMYBaHHA y CTYJIEHTIB HEOOX1IHUX 3HAHb Ta MPAKTUYHUX HABUYOK
st iaeHTudikaiii kibep3arpos, ynpaBiiHHS 1HQOpMALIHHUMHU aKTUBAMH, PO3POOKU
NoJITUK 1HQOpMaliifHOi Oe3MeKkr, a TakKoXX pearyBaHHs Ha KiOEpIHIIUICHTH.
OnanyBaHHS 1€l JUCHUIUTIHU JO3BOJHUTH CTYyACHTaM €()EKTUBHO MpaIoBaTH Yy
IPaBOOXOPOHHHUX OpPraHax, Ki0epmiipo3auiax, Iep>KaBHUX CTPYKTypax Ta MPUBATHUX
KOMITaHIsX, K1 3aMatOThCs 3aXUCTOM 1H(POPMAIIHHUX PECYPCiB.

HICJIsI BUBUEHHS JUCHHUAIIJIITHU TIOBUHHI 3HATH:

o OcHOBHI MOHATTS KiOEpOE3NeKH, 30KpeMa aKTHUBH, 3arpO3H, YPas3JIHWBOCTI Ta
PHU3UKH.

o Kracudikamiro Ta xapakTepHi pucH Kibep3arpo3, METOJM aTak Ta CIOCOOU iX
BUSIBIICHHSI.

« HopMmatuBHO-tipaBOBY 0a3y YkpaiHu Ta MDKHApOJHI CTaHIApPTH KibepOe3neku
(ISO/IEC 27001, NIST Cybersecurity Framework).

o OcHoBHI moniTUKK KibepOe3neku, yrnpabmiHHA I[T-akTmBaMu Ta MexaHI3MH
3axXucTy iH(popMariii.

o Texnomoriuni pimenas ans 3a0e3nedyeHHs KibepOesmeku: MmHQpPyBaHHS,
MDKMEPEKEBl €KpaHH, CHCTEMU BHUSBICHHS Ta 3amoOiraHHs BTOPTHEHHSM
(IDS/IPS), 6aratodakropny aBTeHTHIKaIiI0 (MFA).

o JKurTeBuii MK KiOSPIHIMICHTIB Ta OCHOBHI MIAXOAW 10 pearyBaHHS Ha
Kidep3arposu.

o BukopucTaHHS IITY4YHOTO IHTENEKTY Ta BEJIMKUX NaHUX Y cdepi KibepOe3neKu.

MICJISI BUBUEHHS JUCIHUAIIJIIHA TOBUHHI BMITH:
o InentudikyBatu kKibep3arpo3u Ta OIIHIOBATH iXHIA PIBEHb PHU3UKY IS
iHbOpMAITIITHIX aKTHBIB.
e 3acTOCOBYBAaTH METOAM aHAJI3y 3arpo3 Ta IHIUIAEHTIB 32 JI0NMOMOI0I0 Cy4YacCHHUX
THCTPYMEHTIB K10€P3aXUCTY.



o Po3pobnaTn Ta BHOpOBaJKYBAaTH MOJITUKH 1HGOpMALiiiHOT Oe3neku A
oprasizalliif Ta yCTaHOB.

o BuxkopucToByBaTH MEXaHI3MU 3aXHUCTY JAHUX, 30KpeMa MU (PPyBaHHS, KOHTPOJIb
JOCTYIy, p€3€pBHE KOIIFOBaHHS.

o AHani3yBaTH BPa3JIMBOCTI CUCTEM Ta 3aCTOCOBYBAaTH METOJIU 1X YCYHEHHS.

o 3pliicCHIOBaTH MOHITOPUHT Ta pearyBaHHs Ha KiOepIHIUIEHTH, BAKOPUCTOBYIOUHN
cyyacHl TexHonoriyHi 3acobu (SIEM-cuctemu, aHTHUBIpyCHE HpOrpaMHe
3a0€3IeueHHs, aHali3 MepekeBoro Tpadiky).

o IuTepnperyBaTu mpaBoBi acleKkTH KidOepOe3neKku Ta 3aCTOCOBYBATH iX y cdepi

IPABOOXOPOHHOT JISTIbHOCTI.

KomnieTeHTHOCTI Ta pe3yJbTaTH HABYAHHS,
SIKUX HA0yBaKOTh 3100yBa4i BUIIOI OCBITH
BHACJIJI0K BUBYEHHSI HABYAJIbHOI JUCHUILIIHI

IlIngp Ta HA3BA KOMIIETEHTHOCTI

IIngp Ta Ha3Ba NporpaMHUX
pe3yJbTATIB HABYAHHS

3K 2. 3HaHHs Ta pO3yMIHHS MPEAMETHOL
00J1acTi Ta po3yMiHHA MPOQeciiHOT
IISTTBHOCTI.

ITPH 3. Po3ymiTu Ta podeciitHo
3aCTOCOBYBATH MOHATIMHUI anapar
IIpaBa Ta IPaBOOXOPOHHOI
JISIBHOCTI.

CK 8. 3natHicTh €()eKTUBHO 3aCTOCOBYBATH
CydacHy TeXHIKy Ta iH(opMaIliiHi
TEXHOJIOT11, BUKOPHCTOBYBAaTH TEXHIUHI
3aco0u, crierfiarizoBani iHdopMaliifHo-
MIOIITYKOB1 CUCTeMH, 0a3u Ta OaHKHU JaHUX, a
TaKOXX BIIMTOBiHE TIpOrpaMHe
3a0€3IeUeHHsI I 3aXUCTY MpaB 1 CBOOO
JIIOJIUHH, BIACHOCTI, CyCIUTbHUX BITHOCHUH
BiJl MPOTUIIPABHUX MTOCATAHb

ITPH 9. BukopucroByBatu
1H(OpMaIiiTHO-KOMYHIKAIIHH1
CHUCTeMH Ta iHII iHopMaIiiHi
pecypcH, y TOMY YHCII Ti, 110
MaloTh TEXHIYHHH Ta
KpunrorpadiyHuMi 3aXHCT,
[IOILITOBHUI 3B'SI30K CHEIaJILHOTO
NpU3HAYCHHS, (PeNb1'€repChbKuit
3B'SI30K, CUCTEMH IU(GPOBOTO 3B'A3KY
Cy0'eKTIB CEKTOPY O€3MeKH 1
000pPOHM 3 METOIO BUKOHAHHS
npodeciitHux 3aBaanb y chepi
IPABOOXOPOHHOT ISITBHOCTI.

CK 11. 3natHicTh BU3HAYATH 0COOY
MPaBOMOPYIIIHUKA, aHAII3yBaTH KUTBKICHI Ta
SIKICHI ITOKA3HUKH 3JIOYMHHOCTI

ITPH 21. OpranizoByBaTu Ta
3I1MCHIOBATH 3aXOIH OO
JOTPUMAHHS PEXKUMY CEKPETHOCTI
Ta 3aXUCTy 1HQPOpMAIIii.

CK 16. 3natHicTh 3a0e3neayBaTu
KibepOe3meKy, EKOHOMIYHY Ta
iHbopMarliitHy 0e3nexy nepxkaBu, 00'€KTIB
KPUTUYHOI IHPPACTPYKTypH




OIMUC HABYAJILHOI JMCLUATJITHUA

Kypc IHepuuii (1)
Cemectp Cemectp (IT)
KinbkicTs kpeaurtiB EKTC 3 (90 rom)
AyAUTOPHI HABYAJIbHI 3AHATTSH JAE€HHA 3a04HAa
¢popma ¢bopma
JIEKIT 14 ron. 4 rop.
ceMiHapu, 16 rog. 4 rog.
PAKTUYHI
Camocriiina pobota 60 rozx. 82 rox.
Ex3amen

®opma miICYMKOBOr0 KOHTPOJIIO

CTpPYKTYpPHO-JIOTiYHA CXeMa BUBYEHHS HABYAJbHOI AMCIUILIIHHA:

IIpepekBi3uTHn IHocTpexBizuTH
Kpuminanpue npaBo Ykpainu KpuminanpHe npaBo Ykpainu
KpuminanapHe nporiecyanbHe IpaBo Y KpaiHu Kpuminanictuka

[HdopmartiiHO-aHATITUYHE 3a0€3MCUCHHS

IPaBOOXOPOHHOT TISTBHOCTI

Opranizariisi mpocTopy 6e3nexu




INPOT'PAMA HABYAJBHOI JUCIHUILITHA

Ilepeaik TeM JieKUiHHOr0 MaTepiany

Tema 1. Beryn 10 KidepOe3nexku (2 roanuHu)

KiGepbe3neka Ta iHpopMmaliiiHa Oe3neka. AKTyaJlbHICTh KiOepOe3neku B
yMoBax Iu(ppoBizallii CyCcniIbCTBA. 3HAUEHHS KIOepOe3neKku isl IepKaBHUX YCTAHOB,
Oi3HEeCy Ta TPOMaJIsH.

OcHOBHI TOHATTS KiOepOe3NeKu: aKTHBHU, 3arpo3d, Yypas3JIMBOCTI, PHU3HKH.
AKTHBU: 110 MOTPIOHO 3aXUIIATH (JIaH1, CHCTEMHU, JIFOIU, TTPOIIECH). 3arpo3u: 0 MOXKE
3aBIaTH UIKOAM (3JOBMHCHHKH, TPUPOAHI KaracTpodu, NOMMIKH TIEPCOHAIY).
VYpaznuBocTi: ciabki Miclg cucTeMu (He3axulleHl Mepexi, 3actapuie I13). Pusuku:
IMOBIPHICTB BTPATH UM IIKOAMU Uit aKTUBIB. OIIHKA PU3UKIB

Po3BuTOK K10ep3arpo3: ICTOpUUHMI aclieKT Ta CydacHi TpeHau. [cTopist mepimmx
BipyciB 1 arak: Bigx Morris Worm 1o cydacHux APT-yrpynoBanbs. EBomronis
Ki0ep3arpo3: KJIacu4Hl Bipycw Ta 4epB’sikv; MepexeBl ataku (DDoS, manimymsiis
JAHUMU); CydacHl BUKIUKH: ransomware, deepfake-araku, BUKOPUCTaHHS MITYYHOTO
IHTEJIEKTY 3JI0BMUCHUKAMHU.

HopmaruBue  perymtoBanHs — KiOepOesmeku.  MiKHApoOaHI  CTaHAAPTH
kibepoOesneku: ISO/IEC 27001 (cuctema ympapiiHHS 1H()OpMaIiifHOK OE3MeKor0),
NIST Cybersecurity Framework. 3akon Ykpainu "[Ipo ocHoBHI 3acaau 3a0e3nedeHHs
kibepOesneku Ykpainu". JlisutbHicTs CERT-UA.

Tema 2. IT akTuBH Ta iX 3aXUCT (2 TOAMHMN)

IT akruBu: moHATTS Ta BUAM. JlaHi: TepcoHANIbHI JaHi, KOpIIOpaTHBHA
iHbopMartisa, AepkaBHI peectpu. IIporpamue 3abe3reueHHS: CHCTEMH YIPABIIHHS
0azamMu JaHUX, NMPUKIAAHI mporpamu. [HGpacTpyKkTypa: cepBepH, MEpexKi, CUCTEMHU
30epiraHHs JIaHHX.

Knacudikarmis IT aktuBiB 3a kputuuHicTi0. KpuTepii OmMIHKA KPUTHYHOCTI.
3nadeHHs Uit Oi3Hecy 9w opradizamii. [loTeHmiliHi HacHiIKK BTpaTd YU
kommpomertarlii. [Ipukmanu knacudikaiii: 0ocoOOMCTI JaHI KOPUCTYBAUiB SIK KPUTHUYHI,
3arajibHOJJOCTYIIHI PECYPCH K HEKPUTUYHI.

[Momitukm ynpaemiaas [T aktuBamu. JloKyMeHT, MmO peryiaoe Mpolecu
JOCTYIy, BUKOPUCTAHHS Ta 3aXHCTy akKTUBIB. EJeMEHTH TONITUKH: PO3MEXKYBaHHS
paB JOCTYITy; periaMeHT poOoTH 3 nepcoHanpbanMu ganuMu (GDPR, 3akon Ykpainu
"IIpo 3axuCT MepCcOHATBHUX JaHUX'"); Pe3epPBHE KOIMIIOBAHHS 1 BIJHOBIICHHS JaHUX.
Poni B ympaBmiHHI: BmacHUKW iHOpMAIlii, agMIHICTPaTOpH PeCypciB, KOPUCTyBadi
(TpaiiBHUKU, TIAPSIHUKH).



Tema 3. KiOep3arpo3u ta MmeToau arak (2 roaimHu)

Busznauenns kibep3arpo3. Kmacudikariis kibep3arpo3. 3a JKepenaamMmu 3arpos:
BHYTpIIIHI (HeAOamicTh MpaliBHUKIB, 3JOBMHUCHI /il CHIBPOOITHUKIB); 30BHILIHI
(xakepu, KiIOEpIIMUTYHHU, OPTaHi30BaH1 KIOEP3JI0YMHHI YIpyHOBaHHs). 3a XapakTepoM
BIUIUBY (MOpPYIICHHS KOH(MIIEHLIIMHOCTI, TMOPYIIEHHS I[UIICHOCTI, MOPYIICHHS
JOCTYIHOCT1). 32 METOI: €KOHOMIYH1 (IIaxpaicTBO, KpaJiKKa JaHUX), MOJITUYHI
(K10epIInUryHCcTBO,  MpoMaraHja);  coljiaibHl  (Ae3iHdopmaiis, MaHITYIALis
CYCIUIHHOIO JYMKOIO).

MeTtoau arak Ta iXHi XxapakTepucTuku. DIIUHT, TiAPOOIEHI eIEKTPOHHI JTUCTH
a0o caiitu ju1s kpaaikku oonikoBux nanux. [kinmuee I13: Bipycu, Tposinu. CortiaibHa
THXKEeHepisd, MaHIMYIALIsS JIOIbMU JUJIl OTPUMaHHS JoCcTyny 10 iHdopmalii (A3BIHKH,
¢danpmmBi auctu). DDoS-araku (po3nojuieH! araku Ha BIIMOBY B 0OCIyroByBaHHI).
SQL-1H’€eK11ii, BMPOBAKEHHS IIKIJIMBOTO KOAY B 3anuTH A0 0a3 qaHux. Ransomware
(mporpamu-BumMaradi), muppyBaHHs TaHUX 13 BUMOTOIO BUKYITY.

ATaku 13 3aCTOCYBaHHSM IITYYHOTO IHTENEKTY. ABTOMaTu3allis (QIMIuHTY,
rerepauia deepfake-Bigeo ana maninyssuii. loT-araku, 310M "po3yMHUX" TPUCTPOIB
(kamepu, TepMocTarh) JUisl JOCTYyMy N0 Mepex. Zero-day araku, BUKOPUCTAHHSA
HEBIIOMHMX BPa3JIUBOCTEN MPOrpaMHOTO 3a0€3MeUEeHHS.

BinnoBiganeHicTh 1 €TWYHI acnekTd. KpumiHanbHa BIAMOBIANBHICTE 3a
IpaBONOPYIICHHS B chepl BUKOpUCTaHHS 1H(OpMaIIHHUX TeXHOMOTiH (¢T.cT. 361 -363-
1 KpuminansHoro xojekcy Ykpainu). BukopuctanHs ki0ep3aco0iB y BIMCHBKOBHUX Ta
MOJIITUYHUX HUIAX. Posib eTHUHMX XakepiB y 3a0e3reueHH1 Oe3MeKH.

Tema 4. ba3oBi TexHOOTIYHI pilIeHHs Ki0epOe3neKku (2 roxuHm)

Ponp TexHomoriit y 3amo6iranHi, BUSBIECHHI Ta pearyBaHHI Ha Kibep3arposw.
EBoumrontist 3aXuCHUX PillieHb: BiJl aHTUBIPYCIB 10 KOMIUIEKCHUX CUCTEM KIOEP3axXHCTY.

[udpysanas mpanux. Kpunrorpadiudi cTaHmapTH Ta 3axHCT CHEIiaJbHOI
iHbopmarii. Bukopucranns kpunrorpadiuaux 3aco6iB 3axucty iHdopmariii (K33I),
0 MaroTh ceprudikariro Biamosimao 10 Bumor JICC331 Ykpainu. Po3ris ocHOBHUX
KpuntorpadiyHUX MPOTOKOJIIB, IO BUKOPUCTOBYIOTHCS Y JEP’KaBHOMY CEKTOpI Ta
cekropi Oe3nexku. Kpunrtorpadiddi MpOTOKOIW IS 3aXUIIEHOTO 3B'SI3KYy. Po3rmsia
npotokoriB [Psec Ta OpenVPN sik ocHOBH /151 MOOY0BH 3aXUIICHUX KaHATIB 3B'SI3KY
(VPN-1utt03m) A1 BiIIaJICHOTO TOCTYITY Ta 0OMiHY 1H(GOpMAIII€I0 Mk BIJOMCTBAMH.

[apopmarnirino-komyHikamiai  cucremu  (IKC) 3 TexHiuamM  Ta
KpuntorpadigyHUM 3aXUCTOM.

CrnemiaapHAM TIOINTOBUN Ta (Penba'erepchkuii 3B'I30K (KOPOTKHM OTIJISN).
PernmamenTartis Ta 3abe3nedeHHs] KOHQIASHIIMHOCTI Ta IUTICHOCTI iH(opMarii, 1o
MePEIaETHCA.



Cuctemu udpoBoro 3B's13Ky Cy0'eKTiB cekTopy Oe3nexku 1 00opoHu. Bumoru
110 IXHBO1 CTIMKOCTI Ta 3aXUCTY BIJ] paJll0€IEKTPOHHOI PO3BIIKH.

MuixmepesxeBl ekpaHu. Tunm MiKMepeKeBUX €KpaHiB.

Cuctemu BusiBieHHs Ta 3anob6irands BroprueHHsm (IDS/IPS). IDS (Intrusion
Detection System): cuctema BHUSBISIE MiIO3pLTY aKTUBHICTh, ajie He Onokye ii. IPS
(Intrusion Prevention System): BusiBIisie Ta OJIOKy€ 3arpo3u B PEXKUMI PEaIbHOTO Yacy.
[acrpymenTu: Snort, Suricata. Ilpuknanu keiiciB: atraku DDoS Ta ix HelTpamnizawis 3a
noromororo IDS/IPS.

3axXUCT KIHUEBUX MPUCTPOIB. AHTUBIPYCHI CUCTEMH: K IMPAIIOIOTh Ta YOMY
BaxuBl (ESET, Windows Defender). MoXJIMBOCTI MOHITOPUHTY Ta aHamizy
noBeAIHKHN NpucTpoiB. baratodakropna aprentudikaiis (MFA).

[Tpaktuunmii keiic: cankuii CLLIA npotu komnanii Kaspersky Lab.

3axuCT XMapHUX cepBICiB. JJOCTyM 10 pecypciB 3 pi3HUX MPUCTPOIB 1 JOKAILIIM.
3axwuct Bix arak Ha API.

Tema 5. PearyBanHs Ha Ki0epiHIUIeHTH (2 TOAUHMN)

[Ilo Take kibepiHmuaeHt? Merta pearyBaHHs Ha KiOepiHUMIEHTH. AHai3
NPAKTUYHUX KEHCIB BIAJIOTO Ta HEBIAJIOTO pearyBaHHS.

Kurrepuit 1mukn kibepinnuaeHTy. Etanu pearyBaHHsS Ha KiOCpIHIIMICHTH.
[TinroToBKa: CTBOpEHHS IUIaHY pearyBaHHs, HaBYaHHS TEPCOHATY, BUKOPHUCTAHHS
THCTPYMEHTIB MOHITOpUHTY. BusiBeHHs: MeToAu 1i1eHTUIKAIlI] 1HIIUICHT1B, IPUKIaIH
O3HaK IHIWACHTIB. AHaJI3: OIlIHKAa MacIiTady 3arpo3W, BH3HAYCHHS BIUIMBY Ha
cucTteMH Ta faHi. Jlokamizamis: 130411 ypaKeHUX CUCTEM, 3a1100IraHHs MTONTUPEHHIO
3arpo3d. YCYHEHHS: BHJQJICHHS IIKJIMBOTO TPOTPAMHOTO  3a0e3TeUeHHS,
BCTAHOBJICHHS OHOBJICHB Oe31eku. BimHOBIEGHHS: IEpeBipKa CUCTEM ITICIISI OUHIIICHHS,
MOBEPHEHHS CHCTEM JI0 HOpMaJbHOro cTaHy. IliZcymMKOBUI aHali3: BHCHOBKH 3
IHIIUJICHTY, BHECCHHS 3MIH JI0 IUIaHIB OC3IEKH.

[HcTpymenTn MoniTopuHTy Ta aHamnizy. SIEM-cucremu (Security Information
and Event Management). Ilomynmsapui pimenns: Splunk, ArcSight, IBM QRadar.
[actpymenTn anamnizy mkigmBoro I13. Ilicoununi (Sandbox): amamiz mporpam y
oe3meunomy cepenoBuili. Anamituuai tiargopmu: VirusTotal, Hybrid Analysis.
3axuct Bim DDoS: Cloudflare, Akamai. Bincrexxenns arak: Wireshark mis anamizy
MepexXeBoro Tpadiky.

Bzaemogis 3 CERT Tta inmumu inctutynismu. CERT-UA: ponb y 3a0e3neuenHi
kibepbOesnekn VYkpainu. CmiBmpans 3 opraHamMu MPaBONOPSAAKY (KiOepmodmiiis).
Mixnaponna B3aemonis: FIRST, ENISA, Global Forum on Cyber Expertise.

Tema 6. IloniTuka indopmaniiinoi 0e3nexa opraizauii (2 rotuHM)



3axXyCT JaHUX SIK OCHOBA JIOBIPU MK KOMIIaHI€0, KJIIIEHTAMU Ta MapTHEPaMHU.
TumoBi BUKIMKM B OpraHizaiii: JIOACHKUNA (akTop, HeBYacHe OHOBIEeHHs [I3,
BIJICYTHICTb YITKUX MPOLIEYP 1 MOTITHK.

[lomitukn 1HpoOpManiiiHOi Oe3neku. JIoKyMeHT, 10 BHU3HAYa€ MpPaBHIIA,
MPOIIEAYPH Ta CTAHAPTH 1151 3a0e3neueHHs 6e3neku. OCHOBHI KOMITOHEHTH MOJIITHKH:
PO3MEXYBaHHS JIOCTYIy 1O JaHUX; TMPOIEAYypH PE3epPBHOTO KOIMIIOBAaHHSA Ta
BIIHOBJICHHSI JIaHUX; PEIVIAMEHT pearyBaHHs Ha 1HIUJECHTU;, HaBUYAHHS MPAIiBHUKIB 3
NUTaHb Oe3neKku. PeryasipHuil ayquT noiiTHK.

VYnpasninns goctynoMm. Mogaeni noctyny. DAC (Discretionary Access Control):
BiracHuk nanux Bu3Hadae jpoctyn. RBAC (Role-Based Access Control): moctyn
BU3HAYAETHCS POIUTI0 KopucTyBaua B opranizauii. ABAC (Attribute-Based Access
Control): moctyn 6a3yeThcs Ha aTpubyTtax (dac, Miciie, piBeHb). [HCTpyMeHTH aJis
ynpasiinHg jgoctynoM. Active Directory. Cucremu SSO (Single Sign-On). MFA
(OararodakTopHa aBTEHTU]IKALIIA).

Poini ta BignoBiganeHOCTI B iHpopMariitHii 6e3mnemi. CISO (Chief Information
Security Officer): crtpareriune ympaBiaiHHa Oe3mnekoro. [T-Bimain: TexHiuHE
3a0e3nedeHHs 3axXucTy. KopuctyBaui: JOTpUMaHHS MTPaBHIl OE3MEKH.

PesepBne konitoBaHHs Ta BigHOBIEeHHA. [TomiTuka "3-2-1".

PernameHT pearyBaHHS Ha IHIIUJEHTH KiOepOE3MeKH, SK YaCTHHA TOJITUKHU
KibepOe3neKu.

BaxnuBicTh HaB4aHHS TpaliBHUKIB. IIpoBeneHHS TPEHIHTIB 3 MPOTHIIT
¢imuHroBUM atakam. I[HCTpykIii 1momo Oe3rnmedyHoi poOOTH 3 MPUCTPOSIMU  Ta
CUCTEMaMHU.

Pexum cekpeTHOCTI Ta 3aXUCT JAep>KaBHOI Ta€MHUIII. 3aKoHO/1aB4ya 0a3a (3akoH
VYkpaiau "llpo nepkaBHy TaemHuito"). IloHATTS TaemHOI iHOpMaIli Ta peKUMY
cekpetHocTi. Opranizamis 3axofiB 3axuCTy iH(popMalii 3 0OMEKEHUM JOCTYIIOM
(mep>xaBHa TaeMHHUIIS, CIy)00Ba iHGopMarllis). Poibk Ta BiIMOBITANBHICTh PEKUMHO-
cekperHoro oprany (PCO). JlokymeHTOOOITr B yMOBaX peKUMY CEKPETHOCTI: MpaBuUiia
po0OOTH 3 MaTepiaIbHUMU HOCISIMU CEKPETHOT iH(hOopMaIIii.

Tema 7. IlepciekTuBY Ki0epOe3neKku: MTYYHHUI iHTeJIEKT i BeJUKi gaHi (2
TOAMHH)

3pocTaHHsl KUIbKOCTI mpucTpoiB 1 ganux y wepexax (IoT, xmapu) Ta
VCKJIQJHCHHS araKk 4Yepe3 BUKOPUCTAHHS HOBHUX TEXHOJNOTIH SK TepeayMOBU
aBTOMAaTH3aIlii MpoIeciB KibepOe3meK.

I y kibepbe3merni. BuxopuctanHs MalIMHHOTO HAaBYaHHS U aHAII3Y
anomainiii y Tpadiky. [ToBeninkoBa aHamiTuka. ABromaru3zailis pearyBanfs (Splunk,
QRadar). [Iporno3yBaHHs aTax.

[Ipo6memni acnexktu Buxopuctanas LI y xkibepOesmemi. I[lomumkoBi
crpanpoByBaHHsA. Bukopucranns 11 3moBmucHukamu. ABroMaruzaiis (HilIMHTOBUX



arak. l'enepamis deepfake mns cowianbHOi iHkeHepii. Buxopucranmns LI nus
aBTOMaTH3alli CKaHyBaHHS BPa3JIMBOCTEH.

Benuki naHi: aHaliTMKa 3arpo3 1 NPOrHo3yBaHHA artak. J[Xepena BeNMKUX
JaHUX: JIOTH CUCTEM, J1aHl po Tpadik, iHdopmarllis 3 comianbHUX Mepex. TexHonorii
ananizy. [nctpymentu Bizyanizaiii (Tableau, GoogleLooker).

Keticu: Crystal — cucrema anamizy OJOKYEHHIB BIPTyaJdbHUX AaKTUBIB, ii
BUKOPHUCTAHHS JJI1 PO3CIIlyBaHHS HECAHKLIOHOBAHUX TpaH3aKUid. SIK BeNMKI AaHl
JOTIOMOTJINA BUSIBUTH cKIaaHi APT-yrpynoBanHs.

Etnuni acnexktu Ta kibepOesneka MalOyTHHOro. BUKOpUCTaHHSA WITy4HOTO
THTEJIEKTY JIJIl MAaCOBOT'O CIIOCTEpEKeHHs. [ eHepaTuBHI MozieNi s atak. bamaHc Mix
0€3MeKOI0 Ta MPUBATHICTIO: SIK YHUKHYTH HAJMIPHOTO BTPYYaHHS Y MPUBATHE >KUTTS
IpOMaJIsiH.

Zero Trust: KOHILIEMIIisI MOBHOT HEAOBIPU /10 Oy[b-SKOi aKTUBHOCTI y MEPEXKI.
KonextuBHa Oe3mneka: BaXIMBICTh MDKHApPOIHOI CHIBIpaIll ISl  MOJOJIAHHS
r100aIbHUX 3arpo3.



IlepeJik TeM NPAKTUYHHUX 3AHATH

Tema 1. Beryn 10 KidepOe3nexku (2 roaiuHu)

JIOTIOBHEHHS HAaBENEHMX Yy JIEKI[li YMHHHUKIB 3HAU€HHs KiOepOesneku aiis
nepxaBu, Oi3HeCy Ta TPOMaJIsTH Ha OCHOBI1 aHaJIi3y YMHHOTO 3aKOHO/IAaBCTBA YKpalHU

AHaUi3 BUBHaYEHHS MOHATTS «aKTUB 1H(POpMaIiitHOT Oe3neKH, 1110 HABOASITHCS
y mocapii National Institute of Standards and Technology.

Amnani3 KiOepIHIMIEHTIB, 110 MaJH Miclle B YKpaiHiHa OCHOBI 3aKOHY YKpaiHu
"IIpo ocHOBHI 3acaau 3abe3neueHHs Kibepoesneku Ykpainu" ta ISO 27001.

Hocnimkenns iHporpadiku miodadbHUX PU3UKIB 32 MarepiajJaMHu CBITOBOTO
€KOHOMIYHOTO (OpyMYy.

IpakTnune 3aBaanHs 1. Hackpizuuii npoekt 4u.l. BuzHauuTu rpynu amns
poOOTH HaJ HACKPI3HUM TMPOEKTOM Ta o0Opard yCTaHOBY, NIANPUEMCTBO abo
opranizaimiro (peambHy Yd YMOBHY), I sKoi Oyne CTBOPIOBATUCS IIOJIITHKA
Ki0epOe3neKu.

Bubip opranizanii. BusHaure ycTtaHoBy, MiIpUEMCTBO, AEp>KaBHHUI Opra,
OCBITHIM 3akiaja, crapranm abo 1HIIMK TUI Oopradizaiii, mo Oymae 00’€KTOM BaIloro
npoekTy. OOIrpyHTyHTE, YOMy caMme 10 OpraHizaiito BH oOpaiu (aKTyaJbHICTb,
I[IKaBICTb, TOCTYIHICTh MPUKIAIIB).

XapakrepucTuka opraizaiii. Onumite cdepy TISIbHOCTI, LUIBOBI TPYIH
KJII€EHTIB UM KOPUCTYBaviB, OCHOBHI BUpoOHMNY1 (Oi3HeC) nporiecu. ChopmynnonTe MeTy
kibepOe3neku oOpaHoro o0’ekra 3 ypaxyBanHam Tpiaau CIA (Confidentiality,
Integrity, Availability).

Pesynprar mpeacTaBUTH y BUIVIAII TpE3eHTAallli, 30epekeH0i y XMapHOMY
cXOBHINI yHiBepcuteTy. Sk BukoHaHHsA 3aBmaHHsA aoxatd no CJIO mocunanHsS Ha
CTBOPEHY MPE3EHTAIIIIO.

Tema 2. IT akTuBHM Ta IX 3aXUCT (2 TOAMHH)

OOTOBOpEHHS KEWCIB BUTOKY [aHWX Y BEIMKUX KOMIIaHISIX (HAIpUKIA,
Facebook a6o Uber) y konTekcTi mutanusa kinacudikaiii IT-akTuBis.

Hianor moxo momituku qoctymy 1o [T akTuBiB yHiBepcuteTy Ha ocHOBI NIST
Data Classification Guide.

IMpakTuune 3aBaanua 2. Hackpizauii npoekt 4.2. Buznauntu IT aktuBu nms
BaIIIOTO MPOEKTY Ta 3aMPOIIOHYBATH BIAMOBIIHI MOJTITUKA JOCTYITY.



Cxkmanite nepemik kimodoBux IT-akTuBIB oprasizauii: AaHi (IepcoHasbHI,
KOMEpIIiHAa Ta€EMHMIIS, HaBYaJIbHI MaTrepiaiu, AEp>KaBHI PEECTPH, PE3EpPBHI KOIIii),
nporpamHe 3a0e3nedeHHs (onepauniiHi CUCTEMH, OQICHI MAKETH, IPUKIAIHI IPOrPaMH,
CRM/ERP-cuctemn), KOMII'IOTEpHE Ta MepexeBe oOJaJHaHHS (cepBepH, podoui
CTaHlli, HOyTOyKH, MOOLUIbHI MPUCTPOI, Mepudepis, MapUIPyTU3ATOPH, KOMYTATOPH,
Wi-Fi Touku ocTymy, MiXKMEPEKEB1 €KPaHH ).

CTBOpITH TAOMUIIO-PEECTP AKTUBIB 13 3a3HAYCHHSM MICI€3HAXOMKEHHS,
BJIACHMKIB 1 cTaTyCy (KPUTUUHUM / HEKPUTUUHUI).

Pe3ynbrar mpeacTaBUTH Y BUIVISAL Npe3eHTallli, 30epexeHoi y XMapHOMY
CXOBMIII YHiBepcutTeTy. Sk BHKOHaHHA 3aBaaHHs aogaru no CJIO mocunanHs Ha
CTBOpPEHY MPE3EHTAIIIO.

Tema 3. KiOep3arpo3u ta MmeToau arak (2 roimHu)

OOTOBOpEHHS TOBIAOMJICHHT MPO T€, SKHA METOA aTakd cliyXadi Kypcy
BB)KAIOTh HAWOUIbII HEOE3MEYHUM 1 YOMY?

JlocnipkeHHS pealbHUX MPUKJIIAIB KiOepaTak, 110 CTaiucs B YKpaiHi uu CBITI,
Ta KOPOTKE OMMUCAHHS METO/IIB aTak Ta HAacHiaKiB. J[Jis BimoBii 6aKaHO CKOPUCTATUCS
pecypcamu CERT-UA.

IpakTtuune 3aBaanus 3. Hackpizauii mpoekt 4. 3. BusHaueHHs 3arpos,
ypa3TuBOCTEH, OIlIHKA PU3UKIB.

BusiBnenns noteHIiiaux 3arpo3. ONUIITh BHYTPINIHI Ta 30BHIIIHI 3arpo3H,
SIK1 MOXKYTh BIUTMHYTH Ha Oe3MeKy opraHizallii (TeXHIUH1 aTaku, coIliajbHa 1HXKEeHepis,
TOACHKHH (akTop, GI3UYHI PU3UKH).

[nentudikaris ypaznuBocteit. CipoOyiiTe BU3HAYUTH C1a0Ki MicCIls opraHizaiii
(HampuKIa: BIICYTHICTH PE3EPBHOTO KOMIIOBAHHS, BUKOPUCTaHHs 3actapiioro [13,
cabKi mapoJii, HecTaya MOJTITHK Oe3IeKH).

[Tonepenns orminka pu3ukiB. ONMUIIITh MOXIJIMBI HACTIIKH peaizallii 3arpo3
gyepe3 ypas3auBOCTI (BTpara JaHUX, penyTalliiiHi 30uTKu, (iHAHCOBI BTpaTH, 3yIUHKA
TisTbHOCTI). 3po0iTh BUCHOBOK, $IKI PU3MKW JUIs 1€l OpraHizailii BUIVISAAIOTH
HaWOUTBIII KPUTUYHUMU.

Pesynbrar mpeacTaBUTH y BUIVISAI Mpe3eHTallli, 30epexeHoi y XMapHOMY
cxoBHINI yHiBepcuteTy. Sk BuKoHaHHs 3aBmaHHsA goxatu no CJIO mocunaHHa Ha
CTBOPEHY IMPE3CHTAIIIIO.

Tema 4. ba3oBi TexHo/10TiYHI pileHHs KidepOe3nekn (2 roAuHM)
[lepeBiputu ceprudikar SSL/TLS Ha peansHoMy caiiTi. Bizkputu y Opaysepi

SSL Labs Server Test. Brectu momenHe iM's oOpaHoro caiiTy. 3ampornoHyBaTu
IHTEepIpeTalliio pe3yabTaTiB poOOTH CEepBICH.



Onucary, sIKi TEXHOJOrIi KiOep3axHucTy JOLUIBHO BUKOPHCTOBYBAaTH JIJIst
3aXUCTY MEPEXK1 B YHIBEPCUTETI.

Ananiz Bumor pgo K331, JlocmimkeHHs Ta OOrOBOPEHHS BUMOI 10
KpunrorpagiyHux 3aco0iB 3aXUcTy 1H(OpMaIIli, 10 BAKOPUCTOBYIOTHCS B JIEP>KABHUX
ycranoBax BianoBinHo 1o crangaprie JJCC331. CryneHTn MaroTh 3HAWTH MPUKIATU
cepTU(PIKOBAHUX pIllIeHb (HANPUKIAJ, A MU(pyBaHHS KaHAJIB YU €JIEKTPOHHOTO
MIIUCY).

IIpakTnune 3apnands 4. HackpizHuil npoekt 4. 4. 3ampornoHyeTe Mepeik
TEXHIYHUX 3ac001B (10 ceMu Mmo3uliii) kibepOesnekn Bamoro npoekTy 3 onucaHHsAM
(YHKIIIOHAJIBHOTO TMpU3HAYEHHS MO KOXHIM mo3uuii. Ha npomy erami HeoOXimHO
3aMpoNOHYBaTH KOHKPETHI TEXHOJIOT1YH1 PIMIEHHS, SIKI JOMOMOXYTh MIHIMI3yBaTu
KPUTUYHI pU3HUKH Ta 3aXUCTUTH | T-akTUBHM, BU3HAUEH] Y MOMIEpPEIHIX YacTHHAX (4. 2 Ta
q. 3).

®dopmyBaHHs  mepeniky 3aco6iB.  CkIamaiTh  JETali30BaHMN  TMEpestikK
pEeKOMEHJ0BaHUX 3ac00iB kiOepOe3neku. llelt mepemik MOBUHEH BKIIIOUATH SIK
nporpaMHe 3a0e3neyueHHs, Tak 1 anaparHi pimeHHs. Mixxmepexesi ekpanu (Firewall -
NGFW/UTM), cuctemu BusBieHHs/3ano0iranus sropruensb (IDS/IPS), VPN-uto3wy,
cucteMu KoHTpoiw noctyny o mepexi (NAC). AntuBipycHe/Antumkipmse [13
(Antivirus/Anti-Malware), pimenss kinacy EDR (Endpoint Detection and Response),
DLP-cuctemu (Data Loss Prevention) jis 3axucTy HaHUX Ha poOOYHMX CTAHIIISAX.
Cucremu pe3epBHOro KomitoBaHHs Ta BigHoBIeHHsS (Backup & Recovery), cucremu
KepyBaHHS gocTtynoMm Ta igeHTudikamiero (IAM/IdM), cucremu yrpaBiiHHS
npuBineioBanuM goctynoM (PAM). Cuctemu ynpasiinHs iHGOpPMAIIHHOI OE3MEKOI0
ta noxaisimu 6e3neku (SIEM - Security Information and Event Management). [TomrtoBi
nutro3u O6esneku (Email Security Gateway), npokci-cepepu 3 GyHKIisSsMEA (pimbTpariii
(Secure Web Gateway).

Onuc dyHKITIOHATBHOTO MpU3HaYeHHS. J[JI1 KOXKHOT TO3UIIIT y MepeTiKy YiTKO
OMHUIIITH 1i OCHOBHY (PYHKIIIIO 1 MOSICHITH, SIK CaM€ BOHA BHIIIYE BHU3HAYEHY BaMU
paHiIe 3arpo3y abo yCyBa€ KpUTHYHY BPa3JIMBICTh JJISI BAaIllOi KOHKPETHOT OpraHi3ailii.

[Tpono3utist Ha puHKY. JJIsT KO’KHOT IMO3UITIT 3HAWIITH KOMEPIIHHY MPOTO3HIIiIO,
BHU3HAYTE IIHY Ta MOXKJIUBICTh MIPUI0AHHS.

OO6rpynryBanHs BuOopy. CTHCIIO OOIpYHTYHTE, 9OMy came Il TEXHOJOTii €
HaWOLIBII TOIIIBHUMH Ta €KOHOMIYHO BUIIPABIaHUMH JJIs1 00paHOl BaMH OopraHizarlii
(HampuKkIan, BUXOMAYM 3 il po3mipy, Oromkery, cepu IIAIBHOCTI Ta HAWOUTBII
KPUTUYHUX aKTHUBIB).

Pesynbprar mpenctaBuTH y BUNIANI Mpe3eHTallii, 30epeXeH0l y XMapHOMY
CXOBHIII yHIBepcUTeTy. SIk BHKOHaHHA 3aBnaHHs goxatd no CJIO mocunaHHsS Ha
CTBOPEHY IMPE3CHTAIIIIO.

Tema 5. PearyBaHHsi Ha KiOepiHIUAeHTH (2 TOIUHMN)



Cuenapiii: y mMepexi IHTEpHET Mara3uHy 3a(ikCOBaHO aHOMAaJbHUN CIUIECK
Tpadiky. CTyaeHTH NOBUHHI: OOIPYHTYBaTH BHCHOBOK IIIOI0 MOXKJIMBOTO IHLUJEHTY,
BU3HAYUTH MOXKJIMBY TIPUYHHY, 3alIPOTIOHYBAaTH KPOKHU JJIsl JIOKadi3allii Ta YCYHCHHS
npobnemu. baxkano BukopucroByBaTu: nocionuk NIST "Computer Security Incident
Handling Guide" (SP 800-61); orsin incTpyMeHTiB aHamizy iHIuAEHTIB Bif CERT-UA.

IIpakTnune 3apananHsa 5. HackpizHuil npoekt 4. 5. 3anpornoHyil OonucaHHs
IUKITy pearyBaHHS Ha iHIUJEHT, MTOB’S3aHUKM 3 OJHUM 3 BU3HAYCHHX Bamu pu3mkoM
(mpakTU4HE 3aBaHHA 3).

ChopmyrroiiTe y 4oMy B CUTYaIlli peastizallii bOro pu3uKy MoJsirae:

® [iAroToBKa (IUIaH, HABYAHHS MEPCOHATY, BUKOPUCTAHHS IHCTPYMCHTIB
MOHITOPHUHTY);

e BUSBICHHS (MeTOaW 1MeHTU(]IKAIll 1HIUACHTIB, NPUKIATU O3HAK
IHIIMICHTIB);

e anaumi3 (oIiHKa MacmTady, BU3SHAYCHHS BIUTMBY HA CUCTEMH Ta JIaHi);

e JoKamizamig (130JAIis YpaKEHHX CHUCTEM, 3aloO0IraHHs TOIIUPEHHIO
3arpo3m);

e YCyHCHHS (BHJAJEHHS MIK/NIMBOTO TPOrPpaMHOr0 3abe3redeHHs,
BCTaHOBJICHHSI OHOBJICHb O€3IIEKN);

e BigHOBIEHHS (TIEpeBipKa CHCTEM ITiCIIsl OUMIICHHS, TOBEPHEHHS CUCTEM
710 HOPMAJIBHOTO CTaHy);

® [IJICYMKOBHMM aHaJli3 (BUCHOBKH 3 IHIIMJACHTY, BHECEHHS 3MiH JI0 TJIaHIB
Oe3meKn).

Pesynbrar mpeacTaBUTH Y BUIVISAI Npe3eHTallli, 30epexeHoi y XMapHOMY
CXOBHINI YHiBepcutTeTy. Sk BHKoHaHHA 3aBaaHHsa goxaru no CJO mocunanHsS Ha
CTBOPEHY MPE3EHTAIIIIO.

Tema 6. IlepcnekTuBH Ki0epOe3neKku: MITYYHUN IHTeJIEKT i BeJIMKi AaHi

3naiiTn peanbHui npukian BukopuctaHHs Il aGo Benmukux maHUX IS
3a0e3nedeHHs KibepOe3neKku Ta MAroTyBaTH KOPOTKHIMA 3BIT.

[lpuknagn HaOpSAMKIB JJIS  JOCTIIHKCHHS: BUKOpUCTaHHA MAIIMHHOTO
HaByaHHs (ML) y cuctemax EDR (BusiBieHHS aHOMaIbHOI MTOBEIHKH ), 3aCTOCYBaHHS
Big Data ngns amanmizy noriB SIEM (kopensitis wminbhoHiB momii), LI s
aBTOMaTH30BaHOrO momtoBaHHsA Ha 3arpo3u (Threat Hunting) aGo ana kmacudikarrii
(IMIMHTOBUX JIUCTIB.

OOroBopeHHs ©THYHHUX Ta OE3NMEeKOBUX BHUKIHKIB, IIOB'S3aHHX 13
BrpoBaxeHHaM I B kibepOesneky (nanpukian, Deepfake araku, Bukopuctanns 1
3JIOBMUCHUKaMHU, podsema "yopHoro simuka’ B ML-Mozaensx).



Konnenmist Zero Trust. JlocnigxkeHHs: Ta OOrOBOPEHHS] OCHOBHUX MPUHIIMITIB
apxitektypu Zero Trust (HynboBoi [[oBipu) Ta ii 3B'I3Ky 3 HEOOXITHICTIO 0OpOOKH
BEJIMKUX OOCATIB TaHUX.

IpakTnune 3aBananHs 6. HackpizHuii mpoekt 4. 6. IHTerpaiisi cyyacHux
TpeHaiB. L{iib: OLIHUTH MOTEHLIa] BUKOPUCTAHHS cydacHuX TexHonorik (LItyunuit
[urenekt, Benuki [ani, Zero Trust) 1uist mocuiaeHHs NOJITUKH KibepOe3neku oopaHoi
oprasizartii.

Busznaute 1-2 koHKpeTH1 mpobiemMu ab0 pU3MKK Yy Balliil opraHizarii
(Bu3HaueH1 B 4. 3), Ikl MOXKHA MTOTEHIIHHO BUPIIIUTH a00 MIHIMI3yBaTH 3a JJOTIOMOTOIO
T (Machine Learning) a6o ananizy Benukux Jlanux (Big Data Analytics).

Hampuknan: sKkimo KpUTUYHOK 3arpo30l0 €  CoIllalibHa  1HXKEHepis,
sanpornonyite Bukopuctanas III-inbTpa mns momTH, SKU aHANi3ye MOBEMIHKY
KOPUCTYBa4ya Ta KOHTEHT JIUCTIB. SIKIIO 116 HECAaHKIIIOHOBAaHUN OCTYII, 3aPONOHYHTE
ML-cucTeMy MOHITOPUHTY NMOBEAIHKA KOPUCTYBaUiB.

Konnermiist Zero Trust. Ilosichite, sk mpunnunu Zero Trust ("Hikomy He
JOBIPSITH, 3aBXK/IU MEPEBIPATH") MOXKYTh OyTH 3aCTOCOBAHI /10 BaIIOi OpraHizafii.

ChopmymroiiTe 2-3 KIIO4OBI 3MIHM Y MOJITHII H0CTyMy (4. 2) ab0 TEXHIYHUX
pimeHHsx (4. 4), sixi 6 Bignosigamu ¢inocodii Zero Trust.

CdopmyroiiTe BUCHOBOK TIpO Te, K BrpoBamkeHHs 1ux TpeHais (ILI, Big
Data, Zero Trust) miABUIIUTE 3aXUILIEHICTh, IIBUIAKICTh pearyBaHHs Ta €(EeKTHUBHICTh
Ki0epOe3neKu Bamoro 00'exra.

Pesynbrar mpeacTaBUTH Y BUIVISAI Npe3eHTallli, 30epexeHoi y XMapHOMY
CXOBHIII YHiBepcuteTy. Sk BukoHaHHsA 3aBmaHHsA aoxatu no CJO mocunaHHa Ha
CTBOPEHY MPE3EHTAIIIIO.

Tema 7. IloaiTtuka indopmauiiiHoi 0e3nexka B opraviszamii (4 ronnHu)

AHaJi3 Keicy criBpoOITHUK OTpUMYE (DaibIIMBUIN JTUCT 13 3aIIUTOM Ha JOCTYTI
10 koHpigeHmiiHOT iHpopMmarrii. Ak misTu?

Cxtactu KOpOTKY MOJITHKY TOCTYyIy 10 KopropatuBHO1 Wi-Fi mepexi.

3anpomnoHyBaTH BIOCKOHAJIEHHS JI0 TMONITUKK iH(opMaliiiHoi Oe3nexku
YHIBEPCUTETY.

IIpakTuune 3aBnanns 7. Hackpizuuii mpoekt 4. 7. Ha mifcTaBi monepenHix
3aBlaHb TMIATOTYBaTH TMPE3CHTAIII0 TOJMITHKA KibepOe3neku Bamoro mpoekry.
3akpinuTH 3HAHHS 3 OCHOB KiOepOe3meKkH NUIAXOM MPAKTHYHOTO MOJICITIOBAHHS
MOJITUKKA O€3MeKH ISl peanbHoro abo yMoBHOro o00’ekra (0aHK, YHIBEPCHTET,
KaB’sIpHA, IHTEPHET-Mara3uH, JIepKaBHa yCTAHOBA TOIIIO).

3aBnaHHS TOEHYE KIIOYOBI TEMU KYypCy - aKTUBH, 3arpo3H, ypas3IUBOCTI,
PU3UKH, TIOTITUKA OE3MEeKH, pearyBaHHs Ha IHIIUACHTH Ta MEPCIIEKTHBH PO3BUTKY.



Koxxna xomanna rorye npesenraiito 10 10 ciaiiiiB BiOBIAHO 10 HaBEIEHOI
CTPYKTYpH.

CrpyKTypa npe3eHTariii:

1. Ha3pa komaHu Ta 0OpaHOro 00’ €KTAa.

(Hamp.: “Team CyberShield — CoffeeHouse IF”)

2.  XapakrepucTuKka 00’€KTa.

“S1 mparroro ¢axisiem 3 kibepOe3neku y... (KOPOTKUM ONMUC MisITBHOCTI,

MacuTad, KUIbKICTh IPAL[IBHUKIB, TUI IaHUX, SIK1 00pOOIIAIOTHCS )™

3. IT-akrusm.

[Tepenik nanux, 13, TexHiyHOTO OOIA HAHHS.

4.  MOXJIuBI 3arpO3H JIJIs1 BUSIBIICHUX aKTHUBIB.

Knacudixamis 3a Bugamu aktuBiB. OKpeMO BITA€ThCS J0AATKOBUHN piIBEHb

kiacugikalii: TEXH14H1, JHOJChKI, MPUPOHI, OpraHi3alliiHi.

5. VYpaznmmBocTi 00’ €KTa.

Tumnosi HeOIKK (HE3aXUILEH] MOPTH, CIA0K1 apoIi, BIACYTHICTh OHOBIICHbD,

TOACBKUN (akTop).

6. Pusuku.

3arpo3a — ypas3JMBICTh — HACIIIKHA — IMOBIPHICTh — PIBEHb PU3HKY.

7.  CTpyKTypa NMOJITHUKU OE3MEKH.

Kitt04oB1 mosoxkeHHS:

. KOHTPOJIb JOCTYITY 10 AaHUX;

e  pe3epBHE KOIMIIOBaHHS;

e  pearyBaHHS Ha IHIUJEHTH;

. HABYaHHS MEPCOHAIY;

. ayJIuT TOITUKH O€3IeKH.

8. MoXJTMB1 TEXHIYHI PillIEHHS.

(antuBipyc, IDS/IPS, mixkxmepexesi ekpanu, SIEM, MFA, pe3epBHi cuctemu,

XMapHi CepBiCcH).

10. ITepcriekTuBH po3BUTKY KibepOe3neku 00’ ekra. Bukopucranns 11,

BEJIUKUX NaHuX, Zero Trust, aBTomaTu3ariii.

Pesynbrar mpeacTaBUTH y BUIVISAI Mpe3eHTallli, 30epexeHoi y XMapHOMY
CXOBHIIl yHiBepcuTeTy. Sk BukoHaHHA 3aBaaHHA fgoxaru Ao CHO mocunaHHd Ha
CTBOPEHY MPE3EHTAIIIIO.



Ki0epOe3nexa Ta ynpaspiiHHA iHPOpMALIHHUMH pecypcaMu:

Po3noain roqnn
3a popmamu

HaiiMmenyBaHHs1 BUAIB po0OiT HaB1aHHHA

JeHHa | 3204Ha
Cawmocriitna po0OoTa, Tojl, 30Kpema: 60 82
OmpaltoBaHHs MaTepiany, BUKIAJEHOTO Ha JICKIISX 10 10
[TigroroBka 10 NPaKTUUYHUX 3aHATh Ta KOHTPOJIBHUX 3aX0/11B 10 15
BukoHaHHs 1HANBIAYaTbHUX TPAKTUYHUX POOIT 10 15
[TinroToBKa /10 TOTOYHOTO KOHTPOJIIO 15 17
OmnpaifoBaHHss ~Marepiajdy, BHHECEHOIO Ha CaMOCTIiiHE 15 o5
BUBUYCHHS

IHOJIITUKA KYPCY
1) w000 cucmemu nomo4uHo20 i NIOCYMK08020 KOHMPOJIIO

Opeanizayiss. nomouyHo20 ma NiOCYMKOBO20 CeMecmpo8o20 KOHMPOIIO
3HaHb CMYOEeHMmi8, NPOBeOdeHHs NPAaKmuK ma amecmayii, nepeseoeHHs
noxazHukie axademiunoi ycniwunocmi 3a 100-6anbHoto wkaniow 6 cucmemy
OUIHOK 30 HAYIOHATILHOIO WKANOI0 301UCHIOEMbCS 3210H0 3 “‘Ilonodicennsam
npo cucmemy NOMOYHO20 i NIOCYMKOB020 KOHMPOII, OYIHIOBAHHS 3HAHD
ma GU3HAuyeHHs peumunzy 3000yeauie ocgimu’. O3uatiomumucst 3
OOKYMEHMOM MONCHA 34 NOKIUKAHHIM.

2) w000 ockapiicenna pe3yibmamie KOHMPOIbHUX 3AX0016

3000ysaui euwoi oceimu maromv NpPaGO HA OCKAPIHCEHHS OYIHKU 3
OUCYUNTIIHYU ~ OMPUMAHOI Ni0 Yac KOHMPOIbHUX 3ax00i6. Anensayis
30iticHIoOEMbCA  8I0N0GIOHO 00 «llonodicennss npo  nonimuxy ma
8pe2yn06ants KOHuikmuux cumyayiuy. O3uatiomumuct 3 OOKYMEHMOM
MOJICHA 3G NOKIUKAHHAM.

3) w000 6ionNpaylO8aAHHA NPONYULEHUX 3AHAMD


https://docs.google.com/document/d/e/2PACX-1vS8ftlXYi8UTwh3l0d-n5GdKVCG5O3qt2ervFPtRNBz_JNt1L-0A4difGtKnNia8Q/pub
https://bit.ly/3CnfUgk

3eiono  “Ilonosicennss npo opeawnizayiio ocsimubo2o npoyecy” 3000y8au
O00NYCKAEMbCSL 00 CeMecmpo8020 KOHMPONIO 3 KOHKPEmHOI HA84albHOL
OUCYUNTTHU (CeMecmpOB8020 eK3aMeHY, OUpepeHyillosano2o 3auiKy), AKWo
8IH BUKOHAB YCIi 6UOU poOImM, nepeddaveni Ha cemecmp HABYANILHUM NAAHOM
ma cunadycom / pobouoro npocpamoro HagyaIbHoi OUCYUNIIHU, NIOMBEPOUs
ONAHYB8AHHS HA MIHIMATILHOMY PIGHI pe3yIbmamie HA8UauHs (ompumag >35
banu), 8ionpayr08as GuUHAYeHi THOUBIOYANbHUM HABUATbHUM NIAHOM 6CI
JIeKYIUHI, NPaKmu4ti, CeMiHApCoKi ma 1a00pamopHi 3aHAmMmsA, Ha AKUX GIH
0y6 siocymuitl. O3HAUOMUMUCH 3 OOKYMEHMOM MONCHA 34 NOKIUKAHHSM.

4) w000 oompumannn axademiunoi 00opouecnocmi

“Ilonoocennss npo axkademiuHy 000pouecHicmv” 3aKPINIOE  MOPATbHI E
NPpUHYUNU, HOpMU mMa Npasula emuyHoi NoGediHKU, NO3UMUEHOZ0,
CHpUAMAUB020, 00OPOUECHO20 OCBIMHBLO20 I HAYKOBO2O cepedosuiyd,
npoghecitinoi  disnvHocmi  ma  npogeciunoc0  CNiIKY8AHHA  CRIIbHOMU
Yuieepcumemy, 6uknaoants ma npo8ao#CeHHs HayKo8oi (meopuoi) disnbHocmi
3 Memoio 3abe3neuenHss 008ipu 00 pe3yromamis nHaguanHs. O3HAUOMUMUCH 3
OOKYMEHMOM MONCHA 34 NOKIUKAHHSM.

5) w000 euxkopucmanus wmyuHozo inmenexkmy

“Ilonoocennss npo axaoemiyny 000pouecHicmv” BUSHAYUAE NONIMUKY U000
BUKOPUCMAHHSA MEXHIYHUX 3Aco0i8 HA OCHOBI WMY4YHO20 I[HMENeKmy 8
ocgimubomy npoyeci. O3HAUOMUMUCH 3 OOKYMEHMOM MONCHA 30 NOKIUKAHHSM.
“Ilonojcennss npo cucmemy 3anobicanHs ma BUAGNEHHS aKAOeMIYHO20
naaziamy, camonnaciamy, ¢abpukayii ma @arvcughixayii axademiyHux
meopig” micmumb peKomMeHOayii wWooo BUKOPUCMAHHA 6 aAKAOeMIYHUX
meKcmax 2eHepamopié Ha OCHOBI wmy4no2o inmenexmy. O3nHauomMumucs 3
OOKYMEHMOM MONCHA 34 NOKIUKAHHIM.

6) w000 6UKOpUCMAHHA MEXHIYHUX 3AC00i6 6 ayOumopii ma npasuna KOMyHikauii

Buxopucmanns mobinenux menegonis, nianuemise ma iHWUX 2aodxicemis nio
Yac IeKYituHUX ma NPaKmuyHUX 3aHams 00380IAEMbCS GUKTIOUHO Y HABUAIbHUX
yinax (Onsk YMOUHEHHSI NeGHUX OAHUX, NepesipKu Npasonucy, OmpuMAaHHs E' .':I_s E
008i0Kk060i ingopmayii mowo). Ha 2adxicemax nosunen 6ymu akxmuso8aHuul ﬁ

pedicum «be3 38yKy» 00 noyamky 3awamms. 11i0 uac sanams 3a060poHeHO
HAOCUNIAHHS MEKCMOBUX NOBIOOMIIEHb, NPOCIYXO8Y8AHHS MY3UKU, NepesipKa
eNleKMPOHHOT nowmu, coyianbHux mepedc mowjo. I11io uac euxonanus 3axodie
KOHMPONIO BUKOPUCIAHHS 2A0)Cemié 3a00pOHeHO (3a GUHAMKOM, KOIU ye E
nepeobayeHo ymosamu 1o2o nposedenHs). Y pasi nopyuienns yiei 3a60ponu
pe3yibmam anyib08yEMbCsi 6e3 npasa nepeckiadoanHs.

OsHnatiomumucs 3 6i0N0BIOHUM OOKYMEHMOM MONCHA 3A NOCULAHHIM.

Komynixayis 6i0bysacmucs uepe3 enekmpoHHy nowmy i cmopinky oucyuniinu ¢ Moodle.


https://docs.google.com/document/d/e/2PACX-1vQyt0z40Wwlid4LIBHKyKI-gGnxWeg-TU-AKUwnjFQEqbBPFxTK6yADPHbrF-_-N6p22zJykEtEM-Y-/pub
https://docs.google.com/document/d/e/2PACX-1vRyIff2U_xY3RfSdVgIIUbUe3DTc3O-DDwExCbg3NQgDE4SL7jlzwupmNr1Cy5FP9KO5Vb6h-RM9b3U/pub
https://docs.google.com/document/d/e/2PACX-1vRyIff2U_xY3RfSdVgIIUbUe3DTc3O-DDwExCbg3NQgDE4SL7jlzwupmNr1Cy5FP9KO5Vb6h-RM9b3U/pub
https://docs.google.com/document/d/e/2PACX-1vQmB8HZWC08qZgFHyeV8U1fQDu_H9R6BiuPviCIWhx2GrHaSjaxiLvZLFS2CRDE5KwV7JUZ7hd3XR7m/pub
https://ukd.edu.ua/sites/default/files/2025-06/%D0%9D%D0%B0%D0%BA%D0%B0%D0%B7_21_%D0%BE%D0%B4_%D0%B2%D0%B8%D1%85%D0%BE%D0%B4%D0%B8%20%D0%B7%20%D0%B0%D1%83%D0%B4%D0%B8%D1%82%D0%BE%D1%80%D1%96%D0%B9_%D1%82%D0%B5%D0%BB%D0%B5%D1%84%D0%BE%D0%BD%D0%B8.pdf

7) w000 3apaxy8anna pe3ynbmamié HAGUAHHA, 3000YMUX WIAXOM
dopmanvuoi/ingpopmansnoi oceimu

Ilpoyedypu  6u3HaHHA  pe3yibmamié  HABYAHHA,  3000YMUX  ULIAXOM
Gopmanvroi/ingpopmanvroi  ocsimu  susnauaromocs «llonodcennam npo
NOPAOOK BU3HAHHS Pe3YIbMAmie HAGYAHHS, 3000YMUX ULIAXOM HePOPMATbHOL
ma / abo inghopmanvroi oceimuy. O3HAUOMUMUCL 3 OOKYMEHMOM MOXNCHA 34
NOKTUKAHHAM.

METOJIN HABYAHHA

[Ipy BUBYEHHI NUCUUIUIIHUA 3aCTOCOBYETHCS KOMIUIEKC METOIB JJIg OpraHizarii
HaBYaHHS CTYJEHTIB 3 METOI0 PO3BUTKY iX JIOI'IYHOTIO Ta aOCTPAKTHOI'O MHUCIIEHHS,
TBOpPUMX 3A10HOCTEH, MIABUILIEHHS MOTHUBAIIl 10 HaBYaHHS Ta (OPMYBAaHHSI

0COOUCTOCTI MaOYTHHOTO (PaxiBIIS.

IIporpamumuii Metoa HaBYaHHSA Meton
pe3yJbTaT HABYAHHA OI[iHIOBAHHS
3po3ymisio 1| CJIOBECHI, HAOYHI, MPAKTUYHI METO/IH, ICITHT,
HEeJIBO3HA4YHO IHAYKTUBHUH, JETyKTUBHUH, MOTOYHUH
JOHOCHTH BJIACHI aQHATITHYHUN, TTOPIBHAHHS, KOHTPOJIb,
3HAHHS, BHCHOBKH Ta y3araJIbHCHHS, KOHKPETH3aIlis, YCHHM
apryMEeHTAaIli10 110 JOCJTITHUILKH Y, THTEpaKTUBHUN KOHTPOJIb,
daxiBiiB 1 HeaxiBIlB; METOH, METOJI CaMOCTIIHOT poOOTH IMACHMOBHI
30KkpemMa, i dYac BIIOMa, po0OOTa i) KEPIBHUIITBOM KOHTPOJIb,
nyOJiYHUX  BUCTYIIIB, BUKJIa/1ayua TECTOBHM
JTUCKYC1H, TPOBEICHHS KOHTPOJIb
3QHSATH.

V3aranbHIOBaTH CJIOBECHI, HA0YHI1, TPAKTHYH1 METOJIH, 1CIIUT,
PaKTUYHI pe3yJbTaTH IHAYKTUBHUH, N yKTHBHUH, MMOTOYHUH
po0OOTH 1 TPONIOHYBATH aQHAJITUYHUN, TIOPIBHIHHS, KOHTPOJTb,
HOBI  pIlICHHS, 3 y3araJIbHeHHsI, KOHKPETH3allis, YCHUU
ypaxyBaHHSIM  ITUICH, JTOCTITHUIIBKAM, IHTePAKTUBHUIN KOHTpPOJIb,
00MEXeHb, TPABOBUX, METOIH, METOJI CaMOCTIIHOT poOOTH IMUCHEMOBUM
COIIaJIbHUX, BJIOMa, poOOTa i1 KEPIBHUIITBOM KOHTpPOJIb,
€KOHOMIUHHX Ta BHKJIa/1aua TECTOBHM
CTUYHUX ACTICKTiB. KOHTPOJIb
AHaji3yBaTH yMOBH 1| CIIOBECHI, HAOUYHI, MPAKTUIHI METO/IH, 1CIINT,
MPUYNHA BUMHECHHS IHTYKTUBHUH, JeTYKTUBHUM, MOTOYHHUN
MIPaBOIOPYIIICHbD, AHAJITHYHUN, TIOPIBHIHHS, KOHTPOJTb,
BH3HAYaTH IUIAXH iX y3arajJbHCHHS, KOHKPETH3aIIis, YCHUH
YCYHCHHS. JOCITI THAIIbKHH, IHTCPAaKTHBHUI KOHTPOJIb,



https://ukd.edu.ua/sites/default/files/2022-12/%D0%9F%D0%BE%D0%BB%D0%BE%D0%B6%D0%B5%D0%BD%D0%BD%D1%8F_%D0%BF%D1%80%D0%BE_%D0%BF%D0%BE%D1%80%D1%8F%D0%B4%D0%BE%D0%BA_%D0%B2%D0%B8%D0%B7%D0%BD%D0%B0%D0%BD%D0%BD%D1%8F_%D1%80%D0%B5%D0%B7%D1%83%D0%BB%D1%8C%D1%82%D0%B0%D1%82%D1%96%D0%B2_%D0%BD%D0%B0%D0%B2%D1%87%D0%B0%D0%BD%D0%BD%D1%8F_%D0%B7%D0%B4%D0%BE%D0%B1%D1%83%D1%82%D0%B8%D1%85_%D1%88%D0%BB%D1%8F%D1%85%D0%BE%D0%BC.pdf
https://docs.google.com/document/d/1bOyhYW37RNke1yq3ePeEY8Bi-VVP7x31/edit

METOJIU, METOJI CAMOCTIHHOT poOOTH MMCbMOBUI
BJIOMa, po0OOTa MiJ] KEPIBHULITBOM KOHTPOIJIb,
BHUKJIaJiadya TECTOBUU
KOHTPOJIb
OmiHroBaTu Ta CJIOBECHI, HA0YHI1, TPAKTUYH1 METOJIH, ICITHT,
3a0e3neuyBaTu KICTh IHIYKTUBHUH, 1€1yKTUBHUM, MIOTOYHHN
BUKOHYBaHHX POOIT y aHATITUYHUNA, TOPIBHAHHS, KOHTpPOJIb,
poLeci yIpaBIiHHS y3araJibHeHHsI, KOHKpeTH3aLlid, YCHUU
IPaBOOXOPOHHUM JTOCITITHUILKAM, IHTepAaKTHBHUI KOHTPOJIb,
HiAPO3LTIOM B PI3HUX METOJI1, METO/I CAMOCTIHHOT poO0TH MMCbMOBUI
yMOBaxX 0OCTaHOBKH, a BJIOMa, poOOTa MiJ KEPIBHULITBOM KOHTpPOJIb,
TaKOX PO3pOOIIATH BHKJIaJlaua TECTOBUI
BIAMOBIAHI aHAJITUYHI KOHTPOJIb
Ta iHbOopMaIiiiH1
MaTepiajid, poOuTH
YCHI Ta MUChMOBI
3BITH Ta JOMOBIII.
3abesrneuyBatu CJIOBECHI, HA0YHI1, TPAKTUYH1 METOJIH, ICITHT,
3aKOHHICTH Ta IHAYKTUBHUH, T yKTUBHUH, MOTOYHUH
IPaBOMOPSIIOK, 3aXHUCT aQHAJIITUYHUN, TIOPIBHIHHS, KOHTPOJIb,
nmpaB Ta  IHTEpeciB y3arajbHEHHsI, KOHKpeTH3allisl, YCHUH
0COOMCTOCTI, JOCJTITHUILKHU Y, THTEpaKTUBHUN KOHTPOJIb,
CyCHUTbCTBA, JIEPXKaBH | METOJIHU, METOJl CAMOCTIHHOI poOOTH MMHCHbMOBHI
3 BUKOPUCTAHHSIM BIIOMa, po0OOTa il KEPIBHUIITBOM KOHTPOJIb,
e(heKTUBHUX METO/IIB i BHKJIaJ1a4ua TECTOBUU
3aco0iB 3a0e3reueHHs KOHTPOJIb
nyOiuyHOi Oe3mneku i
MOPSIIKY B MeXax
BUKOHAHHS CBOIX
[10CaI0BUX 000B’SI3KIB.
Po3pobmsitu Ta | CJOBECHI, HAOYHI, TPAKTHYHI METOJIH, ICITHT,
KBaTi(hiKOBaHO IHAYKTUBHUHN, N yKTHBHUH, MMOTOYHUN
3aCTOCOBYBaTH AHAJITHYHUN, TIOPIBHIHHS, KOHTPOJIb,
HOPMaTHUBHO-IIPAaBOBi y3arajJbHCHHs, KOHKpETH3aIlis, YCHUU
aKTH B pi3HUX cdepax JOCITI THAIIbKHAH, IHTCPAKTUBHUIT KOHTPOJIb,
FOPUIUYHOT METOJIU, METOJ CAMOCTIMHO1T POOOTH MMACHbMOBHUU
IISIIBHOCTI, BJIOMa, po0OOTa ITiJT KEPIBHUIITBOM KOHTPOJIb,
peaizoByBaTH HOPMHU BHKJIaJ1a4ya TECTOBUU
MaTepiaibHOTO 171 KOHTPOJIb

IIPOLIECYATIBHOTO




npaBa B NpodeciiiHii
ISUTBHOCTI.
HapnaBatu CJIOBECHI, HA0YHI1, TPAKTUYH1 METOJIH, ICITHT,
KkBai(hiKOBaHi IHAYKTUBHUH, I1ETYKTUBHHM, IMOTOYHHUN
IOPUANYHI BUCHOBKHU U aHATITUYHUNA, TOPIBHAHHS, KOHTpPOJIb,
KOHCYJIbTallli B y3araJibHeHHsI, KOHKpeTH3aLlid, YCHUU
KOHKPETHUX  cdepax JTOCIITHUIBKUM, IHTEPAKTUBHUI KOHTpPOJIb,
IOPUINYHO1 METOJI1, METOJI CAMOCTIHHOT poO0TH MMCbMOBUI
JUSITTHHOCTI. BJIOMA, po0OOTa il KEPIBHUIITBOM KOHTPOJIb,
BUKJIaJja4ya TECTOBUHI
KOHTPOJIb
BigmykoByBaTu CJIOBECHI, HA0YHI1, TPAKTUYH1 METOJIH, ICITHT,
HEOOX1AHY IHAYKTUBHUH, JeTyKTUBHUM, MTOTOYHH
iHOopMaIliio B aHATITUYHUN, TOPIBHSAHHS, KOHTpPOJIb,
crerjanbHIi y3araJibHeHHsI, KOHKpPEeTH3allis, YCHUU
JiTepatypi, 6azax JOCJTITHUIILKHH, THTEpaKTUBHUN KOHTPOJIb,
JAHUX, HITUX METOJI1, METO/I CAMOCTIHHOT pob0TH MUCbMOBUMN
JpKkepenax iHdopmarii, BJIOMa, poOOTa Mijl KEPIBHUIITBOM KOHTpPOJIb,
aHai3yBaTH Ta BUKJIaJja4ya TECTOBUHN
00’ €KTUBHO KOHTPOJIb
OIL[IHIOBATHU
iH(bOopMaIlifo.
OHIHIOBAHHA PE3YJIBTATIB HABUAHHS
Buo 3micm % 6i0 ban
KOHmMPObHO20 3a2an1bHOI | min | max
3axo0y OYiHKU
[ToTouni OMUTYBaHHS, MOTOYH1 KOHTPOJIbHI 60 35 60
KOHTPOJIbHI 3aX0U | pOOOTH, TPAKTUYHI 3aBJaHHS,
pe3yapTaTi BUKOHAHHS
IHAUBiMYyaIpHOT pOOOTH
HmcyMKOB} €K3aMcH 40 24 40
KOHTPOJIbHI 3aX0/I1
Yeworo: 100 60 100

[Ipouemypa mpoBeneHHST KOHTPOJBHUX 3aXOJiB, @ caMe€ MOTOYHOTO KOHTPOJIO
3HAaHb MPOTITOM CEMECTPY Ta MiJICYMKOBOTO CEMECTPOBOTO KOHTPOJIIO, PETYITIOETHCS
[TomoxeHHsIM TPO CUCTEMY MOTOYHOTO Ta TMiJCYMKOBOTO KOHTPOJIO OIlIHIOBAaHHS
3HaHb Ta BU3HAYEHHS PEUTUHTY CTYACHTIB.



dikcallisi HOTOYHOI0 KOHTPOJIIO 31CHIOETHCA B €JIEKTPOHHOMY JKYpHaJI1 OOJIIKY
YCHIITHOCTI aKaJeMIUYHOl TPynu Ha MIACTaBl YOTUPHUOATBbHOT MIKaIU («2»; «3»; «4»;
«5»). Y pasi BIICYTHOCTI CTYJIEHTa Ha 3aHSTTI BUCTABISIEThCSA «H». 3a pe3ysibTaTaMu
MOTOYHOr0 KOHTpoJt0 y KypHaili, aBTOMaTUYHO BU3HAYAETHCS MIJICYMKOBA OIIHKA,
3IACHIOETHCS MIAPAXYHOK MPONYIIEHUX 3aHSTh.

VYci npomymieHi 3aHSATTA, a TaKOX HEraTHBHI OIIHKM 3/100yBaul 3000B’s3aHi
BIJIMIPAIIOBATH BIIPOJIOBXK TPbOX HACTYMHHUX THXKHIB. Y pa3l HEIOTPUMAHHS L€l
HOPMH, 3aMICThb «H» Yy JKypHasl BucCTaBiseTbcs «0» (Hynap OainiB), 06e3 mpasa
nepeckiafaHds. BinmpanpoBaHe JeKIiifHE 3aHATTS B EJIEKTPOHHOMY >KypHal
MIO3HAYAETHCS JIITEPOIO «BY.

Ilopaooxk ouinweanna. J10 miaCyMKOBOr0 KOHTPOJIIO JIONYCKAIOThCS CTYJAEHTH,
AK1 32 pe3yJbTaTaMU IMOTOYHOIO KOHTPOJIIO OTpUMaiM He MeHme 35 OamiB. Yci
CTyI€HTH, 10 oTpuManu 34 OaiB 1 MEHIIE, HE JOMYCKAIOThCS OO0 CKJIaJaHHS
MiJICYMKOBOTO KOHTPOJIO 1 Ha MIJACTaBl YKJIAJaHHS JOJAaTKOBOIO JIOTOBODY,
3MIIACHIOIOTH TIOBTOPHE BWUBYCHHS UCIMILIIHU BIPOJIOBX HACTYITHOTO HAaBYAIBHOTO
ceMecTpy. 3a pe3yiabTaTaMHu IiJICYMKOBOTO KOHTPOIIO (€K3aMEH) CTYIEHT MOXKe
orpumatu 40 6aniB. CTyAaeHTH, SK1 MiJ Yac MiJICYMKOBOTO KOHTPOJIIO OTpuMmanu 24
0aJiv 1 MEHIIIe, BBAXKAIOTHCS TAKMMH, 1110 HE 3/1aJT €K3aMeH / TU(EpEeHIIIHOBaHUM 3aITiK
1 TOBMHHI UTH Ha TIepe3auy.

[TincymkoBuii (ceMecTpoBHil) KOHTPOIb MPOBOIUTHCS Il BCTAHOBJICHHS P1BHA
JOCSITHEHHS 3/100yBayaMy OCBITH MPOrPaMHUX pe3yJbTaTiB HaBYAHHSA 3 HaBYAJIbHOI
JUCIUTUTIHUA (OCBITHROTO KOMIIOHEHTA), TICHIS 3aBEPIICHHS BUBYCHHS JUCIUILIIHH.

HincymMmKoBHii KOHTPOJIb 3HAHb MPOBOAUTHLCHA Y GOPMI 3aXMCTYy HACKPI3HOIO
npoekTy. HackpizHuil mpoekT € 000B’ I3KOBUM €JIEMEHTOM POOOTH CTYACHTIB Y MEKax
BUBYCHHS quctiuiiiinu «Kibepoesreka 1 ynpaiiHHS iHGOPMAIIHHUMHU peCypcamMmm.

[Ipo€eKT BUKOHYETHCS MOETAIHO: i Yac OMpPAIFOBAHHS KOXKHOI TEMHU CTYJIEHTHU
PO3pOOIIAIOTE OKpPEMi PO3LIM TOJNITHKH KiOepOesneku st oOpaHoi opraHizarlii,
YCTaHOBH, MIANPUEMCTBA YW CTapTamy. Y XOJi poOOTH CTYIEHTH BU3HAYAIOTh
iHbopMaIliitHI aKTHBH, 1ACHTU(DIKYIOTh KiOep3arpo3u, aHali3ylTh Ypa3jIuBOCTI,
GbOpMYIOTh TOJIITHKHA JOCTYITY, MPONMOHYIOTh TEXHIYHI Ta OpraHisaimiiiHi 3acolu
3aXHCTY, a TAKOXK OMUCYIOTh MPOLIEYpH pearyBaHHs Ha KIOCPIHLIUCHTH.

[TlincymMKOBUM pe3yinbTaTOM € TMPE3CHTAllls TMOJITHKH KibepOe3mekn 00’ €kTa
JOCIIHKeHHSI, 110 BioOpaxkae 3HAHHS Ta HABUYKU, HA0YTI YIPOJIOBXK KypCy.

dopma MmiICyMKOBOI'O KOHTPOJIIO - 3aXUCT HACKPI3HOT'O MIPOEKTY.

CryneHTH NMPE3eHTYIOTh pe3yJabTaTH POOOTH, apryMEHTYIOTh OOpaHi pillleHHS,
JEMOHCTPYIOTh TPAKTUYHI HABUYKHW OIIHIOBAHHS PHU3WKIB Ta TUIAHYBAaHHS 3aXOiB
iHpopMmarliitHoi KibepOe3neku. OIiHIOBaHHS 3M1MCHIOETHCS 32 KPUTEPISIMU:

® [IOBHOTA Ta JIOTIYHICTH MpecTaBieHHs Marepiany (10 6amiB);
e OOTpyHTOBAHICTH 3aMponoHoBaHuX 3axoiB (10 OamiB);
e BpaxyBaHHS NMPABOBHUX Ta eTUYHHX acrekTiB (10 6aiiB);



e yMIiHHS BIJNOBIIaTH HA 3alUTAaHHA Ta 3aXuIaTH BiacHi BUCHOBKU (10
0amiB).
TakuMm YuHOM, HAacKpi3HUU MpoekT mnoeanye Bci Temu OK Ta BHCTymae
IHTErPOBAaHUM I1JICYMKOBUM 3aBIaHHSIM.
3araqbHa CceMecTpoBa OIliHKa 3 JUCLUMIUIIHM, sIKa BHUCTAaBIAEThCS B
€K3aMEHAIIHHUX BIJOMOCTSX OIIHIOEThCA B Oaax (3rimHo 31 Illkamoro oIfiHIOBaHHS
3"HaHb 3a €EKTC) 1 € cymoro OaniB OTpUMaHUX IT1J1 Yac MOTOYHOTO Ta IMJICYMKOBOIO
KOHTPOJTIO.
IIkana ouiHoBaHHs 3HaHb 32 EKTC

OniHka 32 HAIIOHAJILHOIO PiBennb gocsirnenb, % HIkana ECTS
MIKAJI0I0

HauionanbHa 1udepeHuiiiopaHa mkasiaa

Bigminao 90 - 100 A
83 -89 B

Jlodpe 75 _ 82 C
3a10BUILHO o = 1% D
60 — 66 E

He3anosiipHO 2958 £
0-34 F

HauionasnbHa Hegu(epeHlilioBaHa MIKAJIA

3apaxoBaHO 60 — 100 -
He 3apaxoBano 0-59 -

CryneHTtd, SKi He 3’SBHJIMCS Ha 3aJIIKM / €K3aMeHU Oe3 MOBXHUX IMPUYHH,
BBAKAIOTHCSI TAKUMH, 1110 OJCPKaJId HE3aJOBLIbHY OIIHKY.
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